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YN\ PHOENIXTECHNOLOGIES

We provide Sovereign cloud infrastructure and solutions
o Multiple data centers — primarily in Switzerland
o Multi-arch and Multi-cloud
. Data, Technological and Operational Sovereignt
J P o Rotterdam
1. Infrastructure Offerings - kvant Cloud
 Virtual Private Clouds (VPC) based on OpenShift Virtualization
* Modern Container Platform based on Red Hat OpenShift

2. Infrastructure Offerings - kvant Al Frankfurt
« Red Hat OpenShift Al

IBM Al Vela supercomputer

3. SaasS offerings
Munich

Al solutions

Confidential Databases etc.
Blockchain Basel

Zurich
Mount 10

4.  Professional Services to help our clients in adapting hybrid cloud, confidential

computing, blockchain and Al technologies and solutions

Pheonix Technologies AG



Our Architecture — Leveraging Open-Source £¥N PHOENIXTECHNOLOGIES
Technologies and standards
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Al Concierge - Challenges

Al Is already widely used BUT issues have surfaced
« Data leakages — employes uploading confidential data
« Data and model manipulation

* [P being misused to train model

 Models poisoned by inaccurate data

For these reasons companies are limiting their usage

* Only using public data or plain LLMs
« Data available to the whole company - low value |IP
« Small units of code — low risk of leakage

This limits value of Al

e Al becomes more useful when more relevant data is used

« Data must include sensitive and personal data to really
assist

Pheonix Technologies AG




Meet — the kvant Concierge i
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Sovereign cloud — keep data in country (or on-prem) without
dependencies on third parties

These are the same principles we have used at
Phoenix tfor years

Run large Vector DBs in Hyper Protect — Solar, Elasticsearch
Keep access control and encryption code protected by

login
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4 assistant
! chatbot

. Confidential Computing

query with JWT

Client interaction

clients interact with kvant
components. They are not exposed
to the implementation details and the
embedded components
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agentic Al backend
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New: run RAG (Retrieval-Augmented Generation) in Hyper e
Protect

New: use agentic Al to simplity adding subject matter
experience from users without programming skills
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Announcement: Quantum Al Agents

Simplify consumption of Quantum
« Develop Al agents that use Quantum Tools Al Agents

* Quantum Tools run on the kvant Platform (so
benetit from the Souverain Cloud) and leverage
Quantum infrastructure at Uptown

* Al users do not notice that guantum is used —
implementation detall

Quantum
Tools

Why Quantum’ kvant Platform Quantum

 Some use cases benefiting from Quantum Infrastructure
computers for faster or more etficient solutions

* QuantumBasel and start-ups from QAlVentures
identity and implement tools for such use cases




lllustrative Pharmacovigilance Quantum Al Agents Use Case

Step 1 Signal Detection

Adverse Events Al Agent

Extracts potential signals
from literature

* EHR Records
* Adverse Event Reporting
* Clinical Trial Data
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Quantum Correlation Agent

Clusters data to highlight
adverse event patterns

Multidimensional Drug and
Adverse Events Datasets

Causality Al Agent

Assigns a probability to
drug-event relationships

EHR & Insurance Records
Adverse Event Reporting
Historical Drug Data

Pharmacokinetic and
Pharmacodynamic Data

Orchestration Al Agent

* Manages the workflow across Al and quantum agents.

* Determines when to invoke specific agents based on data availability and task.

* Tracks progress, logs results, and handles agent communication.

* Inthe future, these agents will autonomously optimize workflows among themselves.

Step 3 Risk Management
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Quantum Bayesian Agent Risk Summarization Al Agent  Quantum Optimization Agent

Optimize evidence networks Drafts a risk profile Optimizes resources across
geographic regions and populations

* Multidimensional Safety and * EHR & Insurance Records Risk Profiles from Al agent
Interaction Data « Adverse Event Reporting Resource Availability Data

* Pharmacy Data Geospatial Data

* Regulatory Databases Logistical and Supply Chain Data

* Product Safety Data Epidemiological and Public Health
Data

* Global Epidemiological Data

* Historical patient treatment
Datasets




Thanks & Questions
8] r" E it () ProBX

e, "J r
'I.I * QuantumBasel QAlventures

r https://gquantumbasel.com/ https://gal-ventures.com/

E N ‘ Red Hat

https://uptownbasel.ch/ https://www.redhat.com/

Register here tor AI workshop



